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Abstract of the contribution: This contribution.
1
Introduction
The SA3 has send the LS S3-171489 where regarding N3GPP is stated that:
5. SA2 has defined that a UE served by the same PLMN over 3GPP and N3GPP access is served by a single AMF. In such case, should there be a separate NAS security context in the AMF for 3GPP and non-3GPP access?
SA3 reply: SA3 agreed that key stream repetition over different NAS legs needs to be avoided. This could be achieved either by using different NAS keys per NAS leg or using one NAS key with different parameters that are input to the generation of the key stream and serve to distinguish the different NAS legs. These variants are currently under study. 

Hence the changes to confirm the separate NAS and that the exact mechanism will be specified by SA3 are listed below.
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5.10.2.1
Signalling Security

When a UE is connected via a NG-RAN and via a standalone non-3GPP accesses, the multiple N1 instances are secured using independent NAS security contexts. The mechanism for providing different NAS security per N1 is defined in TS 33.501 [X] 

